Century 3 Corporate Intellectual Property Protection Policy
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Century 3 respects the intellectual property rights of others, and we honor the obligations we commit in our
agreements with clients regarding intellectual property protection. We take all measures to safe guard clients’
intellectual property and business information. It is in our best interest to protect clients’ intellectual property, and
itis our only means to be existing and successful. Intellectual property (IP) is intangible proprietary information
which may include but not limited to processes, formula, ingredients, materials, energy data, business plans,
symbols, names, logos, images and designs. Century 3 IP Protection Management Committee is chaired by President
of Century 3, and comprised of the following members: HR Manager, Legal Councilor, IT Manager, Director of
Engineering, Director of Business Units and Director of EHS. The Committee is responsible for administration of
relevant IP protection agreement we signed with clients and management of any potential IP risks to minimum.
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Century 3’ s measures are:
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- Employee on board program, including signing all necessary
paper work and training on IP protection.

- Reviewing and endorsing the specific agreement by each
individual who have access to the project information.

- Training on general company policy and requirement on IP
protection for all employees before starting the project, and
periodic training during the project.

- Physical isolation measures, i.e., task force office, depending
on clients’ specific requirement.

- Appropriate IT measures, including but not limited to door
lock and entrance/exit record, security camera, computer
network control, computer communication port control,
server control, software control, printer/copier control,
depending on specific clients’ requirement.

- Classifying, labeling and storing information properly in
accordance to client requirement, and controlling access on
needed basis.

- Cleaning desk on daily basis, proper filing of hard and soft
copy files.

- Information exchange with outside parties on the condition of
signing non-disclosure agreement by the receiving party with
client approved content only.

- Exit interview with employees leaving the company, reviewing
any obligations and signing necessary papers.

- Actively pursuing any cases of leaking and compromising,
whether it is related to current employees or former
employees.
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